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1. Definitions and Interpretation 
1.1. In this Manual, unless the context indicates other otherwise, the following terms 

have the following definitions:  

1.1.1. Company means Vula Vula Research Services (Pty) Ltd;  

1.1.2. Conditions for Lawful Processing means the conditions for the lawful 

processing of Personal Information as fully set out in chapter 3 of POPIA; 

1.1.3. Constitution means the Constitution of the Republic of South Africa, 1996;  

1.1.4. Data Subject has the meaning ascribed thereto in section 1 of POPIA;  

1.1.5. Employees refers to any person who works for, or provides services to or on 

behalf of the Company, and receives or is entitled to receive remuneration and any 

other person who assists in carrying out or conducting the business of the 

Company, which includes, without limitation, directors (executive and non-

executive), all permanent, temporary, and part-time staff as well as contract 

workers;  

1.1.6. Information Officer means the person duly authorised by the head as defined in 

section 1 of PAIA; 

1.1.7. Information Regulator means the Information Regulator established in  terms of 

section 39 of POPIA;  

1.1.8. Manual means this manual prepared in accordance with section 51 of PAIA and 

regulation 4(1)(d) of the POPIA Regulations;  

1.1.9. PAIA means the Promotion of Access to Information Act 2 of 2000;  

1.1.10. Personal Information has the meaning ascribed thereto in section 1 of POPIA;  

1.1.11. POPIA means the Protection of Personal Information Act 4 of 2013;  

1.1.12. POPIA Regulations mean the regulations promulgated in terms of section 112(2) 

of POPIA; and 

1.1.13. Private Body has the meaning ascribed thereto in sections 1 of both PAIA and 

POPIA. 

1.1.14. Processing has the meaning ascribed thereto in section 1 of POPIA;  

1.1.15. Responsible Party has the meaning ascribed thereto in section 1 of POPIA;  

1.1.16. Record has the meaning ascribed thereto in section 1 of PAIA  

1.1.17. Requester has the meaning ascribed thereto in section 1 of PAIA;  

1.1.18. Request for Access has the meaning ascribed thereto in section 1 of PAIA;  
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1.1.19. Special Personal Information means Personal Information concerning religious 

or philosophical beliefs, race or ethnic origin, trade union membership, political 

persuasion, health or sex life, biometric information, and criminal behaviour.  

1.2. Capitalised terms used in this Manual have the meanings ascribed thereto in 

section 1 of POPIA and PAIA as the context specifically requires, unless otherwise 

defined herein. 

 

2. Introduction 
2.1. This Manual outlines the Records and the personal information held by the 

Company and explains the process for requesting Access to these Records in 

terms of PAIA.  
2.2. Further, this Manual details the steps to be taken in objecting to the processing of 

personal information held by the Company and requests for corrections of such 

personal information in accordance with POPIA.  

2.3. The purpose of PAIA, read with POPIA, is to give effect to the Right to Access to 

Information enshrined in the Constitution of the Republic of South Africa, 1996. 

Such information can be held by either a private or public body and a Request for 

information must relate to information required to exercise or protect a right. 

 

3. The Company  
3.1. Founded in 2009 and re-established in 2014, the Company’s core expertise and 

excellence is in the development and implementation of township market 

strategies through being uniquely positioned to provide consumer insights in the 

township market using a combination of digital and traditional market research 

methods. 

3.2. The Company is presence in 187 townships across South Africa and is growing! 

The Company’s research teams are conversant in all 11 official languages and 

possess both technical and social skills. The Company is committed to 

continuously immersing itself in the township, learning and understanding its ever-

changing dynamics, and becoming a market leader in South African Township 

Research. 
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4. Contact Details 

Head of Company: Mr. Tony W Malgas (Managing Director) 

Information Officer: Mr. Tony W Malgas 

Postal Address: 20 Becker Street  

Clayville West 

Olifantsfontein 

Midrand  

1666 

Gauteng  

Telephone Number: 011 568 8203 

Email address: tony@vulavularesearch.co.za 

 
5. Availability of the Manual  
5.1. This Manual is available at www.vulavularesearch.co.za.  

5.2. Alternatively, a copy may be requested by email to the Information Officer, at the 

details set out above. Please allow for a reasonable response time before following 

up. We will attend to your Request as soon as possible.  

 

6. Updating of the Manual  
6.1. Amendments to or a review of this Manual will take place on an ad hoc basis or at 

least once a year. Data Subjects are advised to access the Company’s website 

and other communication platforms periodically to keep abreast of any changes. 

Where material changes take place, data subjects will be notified directly, or 

changes will be stipulated on the Company website and other communication 

platforms. 
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7. Information Available under PAIA  

 The Company holds the following categories of information which will be available 

for inspection in terms of PAIA. The procedure in terms of which such Records 

may be requested from the Company is set out in this Manual. The below Records 

below will not in all instances be provided to a Requester in terms of PAIA as the 

Requester is required to identify the right that the Requester is seeking to exercise 

or protect and provide an explanation of why the requested Record is required for 

the exercise or protection of that right. Furthermore, the Request may be denied 

based on the grounds of refusal under PAIA. Categories of Records and 

description of Records held are:  

7.1. Statutory information/Records:  

7.1.1. Records of minutes, as well as resolutions passed (where applicable);  

7.1.2. Memorandum of Incorporation, copies of all forms lodged with the CIPC;  

7.1.3. Directors register.  

7.2. Financial Records (where applicable):  

7.2.1. tax Records;  

7.2.2. debtors’ Records;  

7.2.3. creditors’ Records;  

7.2.4. insurance Records;  

7.2.5. interim and annual financial statements;  

7.2.6. bank statements and other banking Records;  

7.2.7. invoices issued in respect of debtors and billing information;  

7.2.8. Records regarding the Company’s financial commitments.  

7.3. Accounting Records:  

7.3.1. books of account including journals and ledgers;  

7.3.2. delivery notes, orders, invoices, statements, receipts, and vouchers.  

7.4. Statutory employee Records including internal policies and procedures:  

7.4.1. personnel Records of employees;  

7.4.2. conditions of employment;  

7.4.3. employment contracts;  

7.4.4. employment policies and procedures;  

7.4.5. remuneration paid to each Employee;  
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7.4.6. salary and wage register and other payroll Records;  

7.4.7. registrations with Department of Labour, Unemployment Insurance Fund, 

Compensation Fund and in terms of the Skills Development Levies Act;  

7.4.8. Records of Unemployment Insurance Fund contributions;  

7.4.9. workplace skills plans;  

7.4.10. codes of conduct;  

7.4.11. grievance procedure;  

7.4.12. training schedules and material;  

7.4.13. correspondence relating to employees;  

7.4.14. remuneration policy, performance appraisal, recruitment, selection, advertising of 

positions, appointments, retirement, promotions, leave,  salaries, overtime, 

bonuses, medical aid, health and safety, use of Company resources including 

telephones, motor vehicles and computers;  

7.4.15. internal evaluation and disciplinary Records;  

7.4.16. application forms (leave, etc); and  

7.4.17. other internal Records.  

7.5. Movable property (where applicable):  

7.5.1. Asset register.  

7.6. Agreements and contracts:  

7.6.1. All agreements of a material nature.  

7.7. Administration, secretarial and legal Records (where applicable):  

7.7.1. Shareholder Records;  

7.7.2. Share register;  

7.7.3. Records relating to the incorporation of the Company;  

7.7.4. Minutes of meetings of committees and sub-committees;  

7.7.5. Powers of attorney;  

7.7.6. Trademark, copyright, patent, service mark certificates and registrations;  

7.8. Insurance:  

7.8.1. Insurance policies;  

7.8.2. Claim Records; and  

7.8.3. Details of insurance coverage, limits, and insurers.  

7.9. Information Technology:  

7.9.1. Hardware records;  

7.9.2. Operating systems and other operational Records;   
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7.9.3. Telephone and other lines;  

7.9.4. Software packages;  

7.9.5. Agreements;  

7.9.6. Support and maintenance agreements; and  

7.9.7. User manuals and licences.  

7.10. Sales, advertising, promotional and marketing materials.  

7.11. Databases.  

7.12. Product Records.  

7.13. Research, Learning and Development Records.  

 

8. Records Held in Compliance with other Legislation as contemplated in 
section 51(1)(d) of PAIA 

8.1. Information is available in terms of the following legislation from persons or entities 

specified in such legislation:  

Basic Conditions of Employment Act 75 of 1997  

Broad-Based Black Economic Empowerment Act 53 of 2003 

Companies Act 71 of 2008  

Compensation for Occupational Injuries and Diseases Act 130 of 1993 

Constitution of the Republic of South Africa, 1996 

Copyright Act 114 of 1998  

Electronic Communications Act 36 of 2005  

Electronic Communications and Transactions Act 25 of 2002  

Employment Equity Act 55 of 1998  

Financial Intelligence Centre Act 38 of 2001  

Income Tax Act 58 of 1962  

Labour Relations Act 66 of 1995  
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Medical Schemes Act, No. 131 of 1998  

Occupational Health & Safety Act, No. 85 of 1993  

Pensions Fund Act, No. 24 of 1956  

Promotion of Access to Information Act 2 of 2000  

Protection of Personal Information Act 4 of 2013  

Skills Development Act 97 of 1998  

Skills Development Levies Act 9 of 1999  

Tax on Retirement Funds Act 38 of 1996  

Unemployment Insurance Act, No. 63 of 2001  

Unemployment Insurance Contributions Act, No. 4 of 2002  

Value Added Tax Act, No. 89 of 1991. 

8.2. While all efforts have been made to ensure that all relevant legislation has been 

listed above, it is possible that this list may be incomplete. Accordingly, the list will 

be updated should any further relevant legislation come to the attention of the 

Company.  

 

9. Procedure for Requesting Access to Information in terms of PAIA 
9.1. The Requester is required to make use of the Prescribed PAIA Form attached to 

this Website as Request for Access to Record.  
9.2. All requests must be addressed to the Information Officer at the address provided 

in this Manual. 

9.3. The Requester must provide sufficient information to allow the Company to 

properly assess the Request for Information. Such information must include: 

9.4. The Record(s) requested; 

9.5. The identity of the Requester and their capacity, where requesting on behalf of 

another person;   

9.6. A South African postal address, email address or fax number of the Requester; 
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9.7. The form of Access required by the Requester;  

9.8. Whether the Requester wishes to be informed of the decision in any manner and, 

if so, the manner in which they wish to be informed; and 

9.9. The right the Requester is seeking to exercise or protect accompanied by a 

detailed explanation of why the Record(s) is required to exercise or protect the 

right.   
 

10. Grounds for Refusal 
10.1. Chapter 4 of PAIA provides for the grounds on which the Company may, or is 

required to, refuse a Request for Access to information. These grounds are as 

follows: 

10.1.1. the protection of privacy of a third person (who is a natural person, including a 

deceased person) from unreasonable disclosure (section 63 of PAIA);  

10.1.2. the protection of commercial information of a third party if the Records contain 

trade secrets, financial, commercial, scientific, or technical information that may 

harm the commercial or financial interests of a third party (section 64 of PAIA);  

10.1.3. refusing Access to a Record if disclosure would result in the breach of a duty of 

confidence owed to a third party (section 65 of PAIA);  

10.1.4. refusing Access to a Record if it would jeopardise the safety of an individual or 

prejudice or impair certain property rights of a third person (section 66 of PAIA);  

10.1.5. refusing Access to a Record that was produced during legal proceedings, unless 

that legal privilege has been waived (section 67 of PAIA);  

10.1.6. refusing Access to a Record containing trade secrets, financial or sensitive 

information or any information that would put the private body at a disadvantage in 

negotiations or prejudice it in commercial competition (section 68 of PAIA);  

10.1.7. refusing Access to a Record containing information about research being 

conducted or about to be carried out on behalf of a third party (section 69 of PAIA).  

10.2. Section 70 of PAIA provides that a Record must be disclosed if such disclosure 

would reveal any substantial contravention of, or failure to comply with the law, or 

imminent and serious public safety or environmental risk and the public interest in 

the disclosure of the Record clearly outweighs the harm contemplated by its 

disclosure.  

10.3. In the event that a Request impacts a third party, the Company will be required to 

inform the third party within 21 days of the Request. Thereafter, within 21 days of 
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being notified, the third party is entitled to make submissions regarding the grating 

of Access to the information.  

10.4. If a Request is determined to be frivolous or unreasonable, the Request will be 

refused. Further, all requests for information will be considered on their own merits.  

 

11. Missing Records or Records that Cannot be Found 
11.1. If the Company has searched for a Record and it is believed that the Record does 

not exist or cannot be found, the Requester will be notified by way of an affidavit 

or affirmation. This will include the steps that were taken to try to locate the Record. 

 

12. The Information Officer’s Decision 
12.1. The Information Officer will consider all Requests for Information submitted in 

terms of this Manual and will inform the Requester of the outcome of their Request.  

12.2. If the Information Officer approves the Request, the Requester will be required to 

pay a prescribed fee specified in Annexure B for the search for, reproduction and 

preparation of the Record requested. This fee must be paid prior to the Company 

providing Access to the Record requested by the Requester.  

 

13. Processing of Personal Information under POPIA 
13.1. The Company treats the privacy and protection of personal information held by it 

with utmost confidentiality and will only process the information in accordance with 

the privacy protection laws and principles of South Africa and in a manner that 

does not infringe on the Data Subject’s rights. 

13.2. Processing Personal Information refers to the collection, Recording, organisation, 

storage, updating or modification, retrieval, consultation, use, dissemination by 

means of transmission, distribution or making available in any other form, erring, 

linking, including inaccessibility, erasure, or destruction of personal information.  

13.3. Personal information collected by the Company and/or any of its representatives 

or subsidiaries, will not be collected directly from the Data Subject, unless: 

13.3.1. The information is contained or derived from a public Record or has deliberately 

been made public by the Data Subject; 

13.3.2. The Data Subject or a competent person where the Data Subject is a minor, has 

consented, to the collection of the information from another source; 
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13.3.3. Collection of the information from another source would not prejudice a legitimate 

interest of the Data Subject; 

13.3.4. Collection of the information from another source is necessary to avoid prejudice 

to the maintenance of the law by any public body, including the prevention, 

detection, investigation, prosecution and punishment of offences; to comply with 

an obligation imposed by law or to enforce legislation concerning the collection of 

revenue; for the conduct of proceedings in any court or tribunal that have 

commenced or are reasonably contemplated; in the interest of national security; or 

to maintain the legitimate interests of the Company or of a third party to whom the 

information is supplied; 

13.3.5. Compliance would prejudice a lawful purpose of the collection; or 

13.3.6. Compliance is not reasonably practicable in the circumstances of that instance. 

13.4. The Company may Process Personal Information for the following purposes: 

13.4.1. Conducting general field market research on platforms such as face-to-face, 

observations, mobile, website and telephonic; 

13.4.2. The collection of information when a Data Subject approaches the Company for 

the provision of goods and services;  

13.4.3. Engaging in commercial transactions with clients, vendors, and other business 

contacts;  

13.4.4. The performance of a contract or for contract negotiation;  

13.4.5. To enable the Company to contact the Data Subject with information that might be 

of interest;  

13.4.6. For the performance of marketing activities;  

13.4.7. To comply with laws, regulations, court orders, judgments, and other legal 

obligations;  

13.4.8. As may be necessary for pursuing the Company’s legitimate interests or that of a 

third party to whom the Personal Information is disclosed;  

13.4.9. To manage the Company's relationship with its clients and Employees and to 

facilitate any necessary follow-up;  

13.4.10. To enforce the Company's Privacy Notices and other rules about the use of the 

Company website;  

13.4.11. To protect the Company's rights or property;  

13.4.12. As necessary to protect someone's health, safety, or welfare; and  

13.4.13. In other ways to which the Data Subjects’ consent. 
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14. Data Subjects  
14.1. Section 1 of POPIA defines a Data Subject as either a natural or a juristic person. 

The Data Subjects in relation to which the Company Processes Personal 

Information include, but are not limited to:  

14.2. The Company’s Employees, representative, and directors;  

14.3. Clients and Client’s subsidiary/ holding/ affiliate companies or persons;  

14.4. The Company’s suppliers, vendors, and contractors;  

14.5. The Company’s subsidiary/ holding/ affiliate companies; and 

14.6. Market research subjects. 

 

15. Recipients of Personal Information of Data Subjects under POPIA 
15.1. Examples of Recipients to which the Company may provide a Data Subject's 

Personal Information include: 

15.1.1. Clients; 

15.1.2. vendors, suppliers, service providers;  

15.1.3. regulatory authorities, governmental bodies or agencies, other bodies involved in 

the judicial functions;  

15.1.4. other professional advisors;  

15.1.5. third-party applications or platforms providers; and/ or  

15.1.6. companies with the Company’s group of companies and their respective 

representatives.  

15.2. The Company may disclose and transfer Personal Information to third parties 

located in a country which does not offer a level of projection for the information as 

required under POPIA. In such instances, the Company shall ensure an applicable 

ground for transfer in accordance with the requirements of section 72 of POPIA.  

15.3. The Company will only transfer personal information across South African borders 

if: 

15.3.1. the relevant business transactions or situation requires trans-border processing, 

and will do so only in accordance with South African legislative requirements; or  

15.3.2. if the data subject consents to transfer of their personal information to third parties 

in foreign countries. 
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16. Information Security Measures of the Company 
16.1. The Company will secure the integrity and confidentiality of personal information 

in its possession or under its control by taking appropriate, reasonable, technical, 

and organisational measures to prevent loss of, damage to, or unauthorised 

destruction of personal information and unlawful Access to or processing of 

personal information; 

16.2. The Company will take responsible measures to: 

16.2.1. identify all reasonable predictable internal and external risks to personal 

information in its possession or under its management; 

16.2.2. establish and maintain appropriate safeguards against the risks identified; 

16.2.3. regularly verify that the safeguards are effectively implemented; and 

16.2.4. ensure that the safeguards are continually updated in response to new risks or 

deficiencies in previously implemented safeguarding methods. 

16.3. The Company will have due regard to generally accepted Information security 

practices and procedures which may apply to it generally or be required in terms 

of specific industry or professional rules and regulations. 

 
17. Objection to the Processing of Personal Information by a Data Subject in 

terms of POPIA  
17.1. In accordance with Section 11 of POPIA and its regulations, a Data Subject may, 

at any time, on reasonable grounds, object to the processing of Personal 

Information by the Company unless legislation provides for the processing of such 

information. 

17.2. Where a Data Subject objects to the Processing of Personal Information, it must 

complete the prescribed form attached as Annexure C and submit it to the 

Information Officer detailed above. 

 

18. Request for Correction or Deletion of Personal Information in terms of POPIA 
18.1. Section 24 of POPIA and its regulations, provides that a Data Subject may Request 

for their Personal Information to be corrected or deleted. The Data Subject is 

required to submit the prescribed form attached as Annexure D to this Manual to 

the Information Officer detailed above.  
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19. Remedies under POPIA and PAIA 
19.1. The Company does not have internal appeal procedures regarding PAIA and 

POPIA requests and as such, the decision made by the Information Officer is final.  

19.2. A party that is dissatisfied with the decision of the Information Officer may within 

30 (thirty) days of notification of the decision by the Information Officer apply to a 

Court with competent jurisdiction for relief. 
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Annexure B 

1 The fee for a copy of the Manual as contemplated in regulations 9(2)(c) is R1,10 for every 

photocopy of an A4-sise page or part thereof.  

2 The fees for reproduction referred to in regulation 11(a) are as follows:  

a. for every photocopy of an A4-sise or part thereof: R 1,10;  

b. for every printed copy of an A4-sise or part thereof held on a computer or in electronic 

format or machine-readable form: R 0,75;  

c. for a copy in a computer-readable form on:  

i. stiffy disc: R 7,50;  

ii. compact disc: R 70,00;  

d. for a transcription of visual images, for an A4-sise page or part thereof:  

e. R 40,00; 

f. for a copy of the visual images: R 60,00;  

g. for a transcription of an audio Record, A4-sise page, or part thereof: R20,00; and 

h. for a copy of an audio Record: R 30,00.  

3 The Request fee payable by a Requester, other than a Data Subject, referred to in 

regulation 11(2) is R 50,00.  

4 The Access fees payable by a Requester referred to in regulation 11(3) are as follows:  

a. for every photocopy of an A4-sise or part thereof: R 1,10;  

b. for every printed copy of an A4-sise or part thereof held on a computer or in electronic or 

machine-readable form:  R 0,75;  

c. for a copy in a computer-readable form on:  

i. a stiffy disc R 7,50;  

ii. compact disc R 70,00  

d. for a transcription of visual images, for an A4-sise page or part thereof: R 40,00,  

e. for a copy of an audio Record: R 30,00;  

f. to search for and prepare the Record for disclosure: R 30,00 for each hour or part of an 

hour reasonably required for such search and preparation; 

g. for purposes of section 54(2) of the Act, the following applies:  

i. six hours as the hours to be exceeded before a deposit is payable; and  

ii. one third of the Access fee is payable as a deposit by the Requester; and 

h. the actual postage is payable when a copy of a Record must be posted to a Requester. 
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Annexure C 

FORM FOR THE OBJECTION TO THE PROCESSING OF PERSONAL 

INFORMATION IN TERMS OF POPIA 

OBJECTION TO THE PROCESSING OF PERSONAL INFORMATION IN TERMS OF 

SECTION 11(3) OF THE PROTECTION OF PERSONAL INFORMATION ACT, 2013 

(ACT NO. 4 OF 2013) 

REGULATIONS RELATING TO THE PROTECTION OF PERSONAL INFORMATION, 2017 
[Regulation 2(1)] 

Note:  

1. Affidavits or other documentary evidence in support of the objection must be attached.  

2. If the space provided for in this Form is inadequate, submit information as an Annexure to 

this Form and sign each page.  

Reference Number: 

A. Details of the Data Subject 

Name and Surname 

 

 

Residential, Postal or Business 

Address and Postal Code 

 

 

Contact Number (s)  

 

 

Fax Number  
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Email Address 

 

 

B. Details of Responsible Party 

If the Responsible Party is a natural person: 

Name and Surname 

 

 

Residential, Postal or Business 

Address and Postal Code 

 

 

Contact Number(s)   

If the Responsible Party is not a natural person: 

Name of the Private Body  

Business Address  

Code  

Contact number(s)   

Fax Number  

Email address  

C. Reasons for Request 
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Signed at                           on this the                   day of                             202     .  

Signature of Data Subject   
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Annexure D 

FORM FOR THE REQUEST TO DELETE OR CORRECT PERSONAL 

INFORMATION IN TERMS OF POPIA 

REQUEST FOR CORRECTION OR DELETION OF PERSONAL INFORMATION OR 

DESTROYING OR DELETION OF RECORD OF PERSONAL INFORMATION IN 

TERMS OF SECTION 24(1) OF THE PROTECTION OF PERSONAL INFORMATION 

ACT, 2013 (ACT NO. 4 OF 2013) 

REGULATIONS RELATING TO THE PROTECTION OF PERSONAL 

INFORMATION, 2017 

[Regulation 3(2)] 

Note:  

1. Affidavits or other documentary evidence in support of the Request must be attached.  

2. If the space provided for in this Form is inadequate, submit information as an Annexure to 

this Form and sign each page.  

Reference Number: 

Request for:  

Mark the appropriate box with an x. 

 

Correction or deletion of the Personal Information about the Data Subject which is in 

possession or under the control of the Responsible Party.  

 

Destroying or deletion of a Record of Personal Information about the Data Subject which 

is in possession or under the control of the Responsible Party and who is no longer 

authorised to security the Record of information. 
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A. Details of the Data Subject 

Name and Surname 

 

 

Residential, Postal or Business 

Address and Postal Code 

 

 

Contact Number (s)  

 

 

Fax Number  

Email Address 

 

 

B. Details of Responsible Party 

If the Responsible Party is a natural person: 

Name and Surname 

 

 

Residential, Postal or Business 

Address and Postal Code 

 

 

Contact Number(s)   

If the Responsible Party is not a natural person: 
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Name of the Private Body  

Business Address  

Code  

Contact number(s)   

Fax Number  

Email address  

C. Reasons for Request for Deletion or Correction as Applicable 

 

 

 

 

 

 

 

 

 

 

 

Signed at                           on this the                   day of                             202     .  

Signature of Data Subject   
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